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Abstract of the document: This contribution highlights major overlaps with ongoing work in other working groups proposes to revise SP-210177 to avoid duplication of work.
1. Introduction/Discussion
SP-210177 proposes to start a study item in SA6 on network slice capability exposure, and correctly references already ongoing work in SA2 and SA5 in regard to control plane and management plane network slice exposure.
SA2 has defined some key issues under study as part of their enhancement of network slicing – support for network slice quota event notification, analytics information exposure of network slice quota via NEF. 
SA5 has defined support of the exposure capability of MnS related to slices. In TS 28.532 there are Open APIs of both stage 2 and stage 3 for all Information Object Class (IOC) of Network Resource Model (NRM) including network slice related IOC. TS 28.531 specifies use cases, requirements, management services, and procedures for provisioning of network slice, including Provisioning exposure for NSI, Provisioning data report exposure.
In SA5 there is an ongoing discussion about what APIs can be exposed to third party verticals. SA5 dependencies are: Management of non-public networks, Study on access control for management service.
The SA5 ToR include the responsibility for development of management APIs even for third parties. Consequently, management APIs are out of scope of SA6.
The SA6 agreed SID lists the following objectives:
To study how SA6 enablement layer can invoke network slicing API offered by SA2 and SA5, with the following objectives:
· Based on SA1 requirements of network slice capability exposure, analyze and investigate the services and functions of current SA6 enablement layer that require access to control and management plane aspects from SA2 and SA5 pertaining to network slicing (e.g. SEAL and vertical application enablers). 
· Identify possible gaps in APIs exposed by the control and management planes and liaise with SA2 and SA5 as appropriate. 
· Identify potential enhancements to SEAL, as an entity invoking control and management APIs pertaining to network slicing.
NOTE: The study will not study topics which are in scope of SA2 and SA5, and needs to closely coordinate with SA5 for the management aspects exposure and SA2 for NEF exposure capability utilization.
The functionalities offered and exposed by the control and management planes are entirely in the scope of ongoing studies in SA2 and SA5 and hence completely overlapping.
Observation 1: There is evidently a major overlap of the proposed SA6 study with ongoing work in other 3GPP working groups such as SA2 and SA5, causing unnecessary duplication of work in different working groups 
Observation 2: This SID propose work for SA6 that falls into the remit of SA5.
2. Proposal
It is proposed to avoid duplication of work in different working groups as much as possible, to keep responsibility for development of management APIs in the remit of SA5 and consequently to change the SID objectives as follows: 
To study how SA6 enablement layer can invoke network slicing API offered by SA2 and SA5, with the following objectives:
· Based on SA1 requirements of network slice capability exposure, analyze and investigate the services and functions of current SA6 enablement layer that require access to control and management plane aspects from SA2 and SA5 pertaining to network slicing (e.g. SEAL and vertical application enablers). 
· Identify possible gaps in APIs exposed by the control and management planes and liaise with SA2 and SA5 as appropriate. Utilize available APIs exposed by the control plane to fulfill SA1 requirements.
· Identify potential enhancements to SEAL, as an entity invoking control and management APIs pertaining to network slicing.
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